
PrivateServer - 2.1.3267
Release Notes

PrivateServer - All editions - 2.1.3267

New Features

[PS-283] - PrivateServer can be update via web console
[PS-681] - Package repositories are configurable in web console
[PS-772] - New users are prompted for password change at first login
[PS-844] - Data Retention Policy configuration, which automatically triggers data archival
[PS-887] - Support for AES-256 with SDES

Improvements

[PS-664] - Call Detail Record are reported properly for conference room, 3-way calling and call transfer
[PS-808] - Prevent user to create a SNOM account with ZRTP protocol
[PS-819] - The administrator can run a TEST on SMS gateway configuration
[PS-836] - SRTP keys are obfuscated and hidden even in verbose ogs, to protect security
[PS-838] - Added hangup cause in CDR
[PS-853] - Asterisk log files are automatically rotated and remove to keep file system size limited
[PS-864] - CDR can be filtered and order by group field
[PS-868] - No error reporting if NTP synchronization fails
[PS-888] - Account can be sorted by "last status date"
[PS-905] - SIP session do not show anymore data not yet reconciled (spurious NETWORK_ERROR related to watchdog appeared temporarily)
[PS-919] - SIP Trunk name in shown in trunk list view
[PS-500] - Improved debugging support on Asterisk service

Fixed Bugs

[PS-702] - HTTP connector open externally on port 8080
[PS-837] - 3-way calling and Transfer fails with phone numbers longer than 12 digits
[PS-894] - It is not possible to filter by timestamp AuditLog and WebSession 
[PS-906] - Clickatell SMS gateway does not work due to a change in REST API from provider
[PS-921] - No peer name in SIP Session when credentials are wrong ("403 Forbidden - Bad auth")

 


	PrivateServer - 2.1.3267

